Abstract: The insider problem is considered one of the most serious in computer security. But the precise definition of "insider" varies, sometimes wildly, among researchers. The result is that the problem, in its broadest sense, is ill-defined. This talk examines several different aspects of the different definitions and situations broadly classified as "insiders" and develops a definition based on policy models. We then examine the application of process modeling and subsequent analyses to the insider problem. We look at the agents who are carrying out particular tasks, perform different analyses to determine how the process can be compromised, and suggest countermeasures that can be incorporated into the process model to improve its resistance to insider attack.
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